
PRIVACY POLICY

Last Updated: 29.06.2023

This Privacy Policy, as amended or otherwise changed from time to time (the "Privacy Policy" or
“Policy”), explains the manner in which IANA Digital Couture House, 90444825, Heuvelstraat 177
B 4812PJ Breda Breda Nederland (hereinafter IANA Digital Couture House or the “Company”)
maintains and discloses user information obtained through its website https://iana.digital (the
"Site"). The terms "we," "us," and "our" refer to the Company. By using the Site, you ("User")
consent to the data practices prescribed in this Privacy Policy.

Your Personal Data is processed under this Privacy Policy and in accordance with applicable
legislation, including the General Data Protection Regulation (2016/679) ("GDPR") and EU Privacy
Directive and the applicable national data protection laws (“Data Protection Law”).

The Company acts as the data controller of your Personal Data.

On occasion, the Company may revise this Privacy Policy to reflect changes in the law, our
personal data collection and use practices, the features on the Site, or advances in technology. If
material changes are made to this Privacy Policy, the changes will be prominently posted on the
Site.

What if I do not want to accept this Privacy Policy?

By using this Site, you signify your acceptance of this Policy. If you do not agree to this Policy,
please do not use our Site. Your continued use of the Site following the posting of changes to
this Policy will be deemed as your acceptance of those changes.

In case you disclose any Personal Data regarding any third person (e.g. your employee,
management board member, co-worker, contracting party, etc.) to us, you are obliged to refer
them to this Policy.

1. Definitions and Interpretation

In this Policy the following terms shall have the following meanings:

"Account": means collectively the personal information, Payment Information and credentials
used by Users to access Material and / or any communications System on the Site;

"Content": means any text, graphics, images, audio, video, software, data compilations and any
other form of information capable of being stored in a computer that appears on or forms part of
this Site;

"Cookie": means a small text file placed on your computer by the Company when you visit certain
parts of this Site. This allows us to identify recurring visitors and to analyse their browsing habits
within the Site.
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"Data": means collectively all information that you submit to the Site. This includes, but is not
limited to, Account details and information submitted using any of our Services or Systems;

"Service": means collectively any online facilities, tools, services or information that makes
available through the Site either now or in the future;

"System": means any online communications infrastructure that the Company makes available
through the Site either now or in the future. This includes, but is not limited to, web-based email,
message boards, live chat facilities and email links;

"User" / "Users": means any third party that accesses the Site and is not employed by and acting
in the course of their employment; and

"Website": means the website that you are currently using the Site and any sub-domains of this
site (e.g. subdomain the Site) unless expressly excluded by their own terms and conditions.

2. Data Collected

Without limitation, any of the following Data may be collected:

● first and last name
● contact information such as email addresses and telephone numbers
● financial information such as credit/debit card numbers
● other

Some information is collected automatically by our servers:

● IP address;

● web browser type and version;

● operating system;

● a list of URLS starting with a referring site, your activity on this Web Site, and the site you
exit to;

● Cookie information.

We do not collect any Special Categories of Personal Data about you (this includes details
about your race or ethnicity, religious or philosophical beliefs, sex life, sexual orientation,
political opinions, trade union membership, information about your health and genetic and
biometric data).

3. Our Use of Data

3.1 Any personal Data you submit will be retained by the Company for as long as you use the
Services and Systems provided on the Site. Data that you may submit through any
communications System that we may provide may be retained for a longer period of up to one
year.
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3.2 Unless we are obliged or permitted by law to do so, your Data will not be disclosed to third
parties. This includes our affiliates and/or other companies within our group.

3.3 All personal Data is stored securely in accordance with the principles of the GDPR and EU
Privacy Directive.

3.4 Any or all of the above Data may be required by us from time to time in order to provide you
with the best possible service and experience when using our Site. Specifically, Data may be
used by us for the following reasons:

3.4.1 internal record keeping;

3.4.2 improvement of our products/services;

3.4.3 transmission by email of promotional materials that may be of interest to you;

3.4.4 contact for market research purposes which may be done using email, telephone, fax
or mail. Such information may be used to customise or update the Site.

4. Third Party Web Sites and Services

The Company may, from time to time, employ the services of other parties for dealing with
matters that may include, but are not limited to, payment handling, delivery of purchased items,
search engine facilities, advertising and marketing. The providers of such services do not have
access to certain personal Data provided by Users of this Site. Any Data used by such parties is
used only to the extent required by them to perform the services that requests. Any use for
other purposes is strictly prohibited. Furthermore, any Data that is processed by third parties
must be processed within the terms of this Policy and in accordance with the GDPR and EU
Privacy Directive.

5. Duration of Data Storage

We keep the data you have provided to us on your user account for the whole period of your
customer relationship and as long as it is necessary with regard to the purposed of the
processing described above.

6. Users Rights

Under certain circumstances, you have the following rights under data protection laws in
relation to your personal data:

● Request access to your personal data.

● Request correction of your personal data.

● Request erasure of your personal data.

● Object to processing of your personal data.
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● Request restriction of processing your personal data.

● Request transfer of your personal data.

● Right to withdraw consent.

You also have the right to lodge a complaint with a Data Protection Authority (“DPA”) if you
think that your Personal Data is being processed incorrectly or your rights have been violated
by the Company.

7. Customer Support

If you have any questions about our Privacy Policy as outlined above, please contact us at
ianavanaken@gmail.com.
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